**TERMO DE USO**

**I - INFORMAÇÕES PRESENTES NO DOCUMENTO**

Neste Termo de Uso, o usuário do **(nome do site)** encontrará informações sobre: o funcionamento do serviço e as regras aplicáveis a ele; o arcabouço legal relacionado à prestação do serviço; as responsabilidades do usuário ao utilizar o serviço; as responsabilidades da administração pública ao prover o serviço; informações para contato, caso exista alguma dúvida ou seja necessário atualizar informações; e o foro responsável por eventuais reclamações caso questões deste Termo de Uso tenham sido violadas.

Além disso, na Política de Privacidade, o usuário do **(nome do site)** encontrará informações sobre: qual o tratamento dos dados pessoais realizados, de forma automatizada ou não, e a sua finalidade; os dados pessoais dos usuários necessários para a prestação do serviço; a forma como eles são coletados; se há o compartilhamento de dados com terceiros; e quais as medidas de segurança implementadas para proteger os dados.

**II - ACEITAÇÃO DO TERMO DE USO E POLÍTICA DE PRIVACIDADE**

Ao utilizar os serviços, o usuário confirma que leu e compreendeu os Termos e Políticas aplicáveis ao **(nome do site)** e concorda em ficar vinculado a eles.

**III – DEFINIÇÕES**

Para melhor compreensão deste documento, neste Termo de Uso e Política de Privacidade, consideram-se:

(**Escolha, dentre as definições abaixo, quais delas devem constar no Termo de Uso para melhor compreensão do usuário do serviço.)**

Agentes de tratamento: o controlador e o operador.

Anonimização: Utilização de meios técnicos razoáveis e disponíveis no momento do tratamento, por meio dos quais um dado perde a possibilidade de associação, direta ou indireta, a um indivíduo.

Autoridade nacional: órgão da administração pública responsável por zelar, implementar e fiscalizar o cumprimento desta Lei em todo o território nacional.

Banco de dados: Conjunto estruturado de dados pessoais, estabelecido em um ou em vários locais, em suporte eletrônico ou físico.

Bloqueio: Suspensão temporária de qualquer operação de tratamento, mediante guarda do dado pessoal ou do banco de dados.

Consentimento: Manifestação livre, informada e inequívoca pela qual o titular concorda com o tratamento de seus dados pessoais para uma finalidade determinada.

Controlador: pessoa natural ou jurídica, de direito público ou privado, a quem competem as decisões referentes ao tratamento de dados pessoais.

Dado anonimizado: Dado relativo a titular que não possa ser identificado, considerando a utilização de meios técnicos razoáveis e disponíveis na ocasião de seu tratamento.

Dado pessoal: informação relacionada a pessoa natural identificada ou identificável.

Dado pessoal sensível: Dado pessoal sobre origem racial ou étnica, convicção religiosa, opinião política, filiação a sindicato ou a organização de caráter religioso, filosófico ou político, dado referente à saúde ou à vida sexual, dado genético ou biométrico, quando vinculado a uma pessoa natural

Eliminação: Pessoa indicada pelo controlador e operador para atuar como canal de comunicação entre o controlador, os titulares dos dados e a Autoridade Nacional de Proteção de dados (ANPD).

Encarregado: pessoa indicada pelo controlador e operador para atuar como canal de comunicação entre o controlador, os titulares dos dados e a Autoridade Nacional de Proteção de Dados (ANPD).

Operador: pessoa natural ou jurídica, de direito público ou privado, que realiza o tratamento de dados pessoais em nome do controlador.

Órgão de pesquisa: Órgão ou entidade da administração pública direta ou indireta ou pessoa jurídica de direito privado sem fins lucrativos legalmente constituída sob as leis brasileiras, com sede e foro no País, que inclua em sua missão institucional ou em seu objetivo social ou estatutário a pesquisa básica ou aplicada de caráter histórico, científico, tecnológico ou estatístico.

Titular: pessoa natural a quem se referem os dados pessoais que são objeto de tratamento.

Tratamento: toda operação realizada com dados pessoais, como as que se referem a coleta, produção, recepção, classificação, utilização, acesso, reprodução, transmissão, distribuição, processamento, arquivamento, armazenamento, eliminação, avaliação ou controle da informação, modificação, comunicação, transferência, difusão ou extração.

Uso compartilhado de dados: comunicação, difusão, transferência internacional, interconexão de dados pessoais ou tratamento compartilhado de bancos de dados pessoais por órgãos e entidades públicos no cumprimento de suas competências legais, ou entre esses e entes privados, reciprocamente, com autorização específica, para uma ou mais modalidades de tratamento permitidas por esses entes públicos, ou entres privados.

Agente público: Todo aquele que exerce, ainda que transitoriamente ou sem remuneração, por eleição, nomeação, designação, contratação ou qualquer outra forma de investidura ou vínculo, mandato, cargo, emprego ou função nos órgãos e entidades da Administração Pública, direta e indireta.

Códigos maliciosos: é qualquer programa de computador, ou parte de um programa, construído com a intenção de provocar danos, obter informações não autorizadas ou interromper o funcionamento de sistemas e/ou redes de computadores.

Internet: o sistema constituído do conjunto de protocolos lógicos, estruturado em escala mundial para uso público e irrestrito, com a finalidade de possibilitar a comunicação de dados entre terminais por meio de diferentes redes.

Lei Geral de Proteção de Dados: Lei Federal n. 13.709, de 14 de agosto de 2018, que dispõe sobre o tratamento de dados pessoais, inclusive nos meios digitais, por pessoa natural ou por pessoa jurídica de direito público ou privado, com o objetivo de proteger os direitos fundamentais de liberdade e de privacidade e o livre desenvolvimento da personalidade da pessoa natural.

Sítios e aplicativos: sítios e aplicativos por meio dos quais o usuário acessa os serviços e conteúdos disponibilizados.

Terceiro: Pessoa ou entidade que não participa diretamente em um contrato, em um ato jurídico ou em um negócio, ou que, para além das partes envolvidas, pode ter interesse num processo jurídico.

Usuários (ou "Usuário", quando individualmente considerado): todas as pessoas naturais que utilizarem o serviço SELMG – Sistema Eletrônico de Leilões.

Validação biográfica: Conforme a Decreto nº 10.543, de 13 de novembro de 2014, a validação biográfica é definida como a confirmação da identidade da pessoa natural mediante comparação de fatos da sua vida, tais como nome civil ou social, data de nascimento, filiação, naturalidade, nacionalidade, sexo, estado civil, grupo familiar, endereço e vínculos profissionais, com o objetivo de identificá-la unicamente com médio grau de segurança.

Validação biométrica: Conforme a Decreto nº 10.543, de 13 de novembro de 2014, a validação biométrica é definida como a confirmação da identidade da pessoa natural mediante aplicação de método de comparação estatístico de medição biológica das características físicas de um indivíduo com objetivo de identificá-lo unicamente com alto grau de segurança.

Violação de dados pessoais: É uma violação de segurança que provoque, de modo acidental ou ilícito, a destruição, a perda, a alteração, a divulgação ou o acesso não autorizado a dados pessoais transmitidos, conservados ou sujeitos a qualquer outro tipo de tratamento.

**(Esses são alguns exemplos de definições, mas podem ser colocadas outras que se adequem ao serviço**)

**IV - DESCRIÇÃO DO SERVIÇO**

**Descreva no campo abaixo, de forma clara, os detalhes do serviço.**

**Informações que devem estar presentes neste tópico:**

* **Quem é o responsável pela prestação do serviço.**
* **Descrição do escopo do serviço e sua finalidade.**

**Exemplo Ponto Digital:** Com a finalidade de gerenciar todas as informações referentes à frequência de servidores e estagiários no Governo do Estado de Minas Gerais, a Secretaria de Estado de Planejamento e Gestão, por intermédio da Subsecretaria de Gestão de Pessoas, implementou o sistema Ponto Digital. O sistema apoia os processos de geração de folhas de ponto, interpretação da frequência, taxação de atrasos e descontos, requerimentos diversos, ausências, férias, teletrabalho, entre outros.

**V. AGENTES DE TRATAMENTO**

A Lei Geral de Proteção de Dados define como controlador, operador e encarregado, em seu artigo 5º:

Art. 5º, VI – controlador: pessoa natural ou jurídica, de direito público ou privado, a quem competem as decisões referentes ao tratamento de dados pessoais;

Art. 5º, VII - operador: pessoa natural ou jurídica, de direito público ou privado, que realiza o tratamento de dados pessoais em nome do controlador.

Art. 5º, VIII – encarregado: pessoa indicada pelo controlador e operador para atuar como canal de comunicação entre o controlador, os titulares dos dados e a Autoridade Nacional de Proteção de Dados (ANPD).

As decisões referentes ao tratamento de dados pessoais do **(nome do site)** são de responsabilidade do (a) **(nome do órgão que faz a gestão do site)**.

Endereço: **endereço do órgão ou entidade**.

Para o **(nome do site)**, quem realiza o tratamento de dados pessoais em nome do controlador é o operador (**nome do operador, se houver**). Endereço: **endereço do órgão ou entidade que é o operador, se houver**.

**Acrescentar o texto acima somente se houver operador**

O responsável por atuar como canal de comunicação entre o controlador, os titulares dos dados e a Autoridade Nacional de Proteção de Dados é o encarregado **(nome do encarregado do órgão ou entidade)**

E-mail: **e-mail de contato do encarregado do órgão ou entidade**.

**VI. LEIS E NORMATIVOS APLICÁVEIS A ESSE SERVIÇO**

**(Escolha entre os instrumentos legais abaixo aqueles relacionados com a utilização de sítios, sistemas ou aplicativos para dispositivos móveis do serviço.)**

Lei nº 12.965, de 23 de abril de 2014: Marco Civil da Internet – Estabelece princípios, garantias, direitos e deveres para o uso da Internet no Brasil.

Lei nº 12.527, de 18 de novembro de 2011: Lei de Acesso à Informação – Regula o acesso a informações previsto na Constituição Federal.

Lei nº 13.460, de 26 de junho de 2017: Dispõe sobre participação, proteção e defesa dos direitos do usuário dos serviços públicos da administração pública.

Lei nº 13.709, de 14 de agosto de 2018: Dispõe sobre o tratamento de dados pessoais, inclusive nos meios digitais, por pessoa natural ou por pessoa jurídica de direito público ou privado, com o objetivo de proteger os direitos fundamentais de liberdade e de privacidade e o livre desenvolvimento da personalidade da pessoa natural.

Lei nº 13.444, de 11 de maio de 2017: Dispõe sobre a Identificação Civil Nacional (ICN).

Decreto nº 8.777, de 11 de maio de 2016: Institui a Política de Dados Abertos do Poder Executivo federal.

Decreto nº 7.724, de 16 de maio de 2012: Regulamenta a Lei no 12.527, de 18 de novembro de 2011 (Lei de Acesso à Informação), que dispõe sobre o acesso a informações previsto na Constituição

Decreto nº 7.845, de 14 de novembro de 2012: Regulamenta procedimentos para credenciamento de segurança e tratamento de informação classificada em qualquer grau de sigilo, e dispõe sobre o Núcleo de Segurança e Credenciamento

Decreto nº 10.046, de 09 de outubro de 2019: Dispõe sobre a governança no compartilhamento de dados no âmbito da administração pública federal e institui o Cadastro Base do Cidadão e o Comitê Central de Governança de Dados.

Normas complementares do Gabinete de Segurança da Informação da Presidência (GSI/PR): Disciplinam a Gestão de Segurança da Informação e Comunicações na Administração Pública Federal, direta e indireta, e dá outras providências.

Decreto nº 9.637, de 26 de dezembro de 2018: Institui a Política Nacional de Segurança da Informação, dispõe sobre a governança da segurança da informação, e altera o Decreto nº 2.295, de 4 de agosto de 1997, que regulamenta o disposto no art. 24, caput , inciso IX, da Lei nº 8.666, de 21 de junho de 1993, e dispõe sobre a dispensa de licitação nos casos que possam comprometer a segurança nacional.

Lei nº 12.737, de 30 de novembro de 2012: Dispõe sobre a tipificação criminal de delitos informáticos; altera o Decreto-Lei nº 2.848, de 7 de dezembro de 1940 - Código Penal; e dá outras providências.

**(Esses são alguns exemplos de legislações, mas podem ser colocadas outras que se relacionam ao serviço**)

**VII. DIREITOS DO USUÁRIO DO SERVIÇO**

O usuário do serviço possui os seguintes direitos, conferidos pela Lei de Proteção de Dados Pessoais:

**(Escolha entre as opções abaixo aqueles que são relacionados com a utilização do site do serviço.)**

- Direito de confirmação e acesso (Art. 18, I e II): é o direito do usuário de obter do serviço a confirmação de que os dados pessoais que lhe digam respeito são ou não objeto de tratamento e, se for esse o caso, o direito de acessar os seus dados pessoais.

- Direito de retificação (Art. 18, III): é o direito de solicitar a correção de dados incompletos, inexatos ou desatualizados.

- Direito à limitação do tratamento dos dados (Art. 18, IV): é o direito do usuário de limitar o tratamento de seus dados pessoais, podendo exigir a eliminação de dados desnecessários, excessivos ou tratados em desconformidade com o disposto na Lei Geral de Proteção de Dados.

- Direito de oposição (Art. 18, § 2º): é o direito do usuário de, a qualquer momento, se opor ao tratamento de dados por motivos relacionados com a sua situação particular, com fundamento em uma das hipóteses de dispensa de consentimento ou em caso de descumprimento ao disposto na Lei Geral de Proteção de Dados.

- Direito de portabilidade dos dados (Art. 18, V): é o direito do usuário de realizar a portabilidade dos dados a outro fornecedor de serviço ou produto, mediante requisição expressa, de acordo com a regulamentação da autoridade nacional, observados os segredos comercial e industrial.

- Direito de não ser submetido a decisões automatizadas (Art. 20, LGPD): o titular dos dados tem direito a solicitar a revisão de decisões tomadas unicamente com base em tratamento automatizado de dados pessoais que afetem seus interesses, incluídas as decisões destinadas a definir o seu perfil pessoal, profissional, de consumo e de crédito ou os aspectos de sua personalidade.

**VIII. OBRIGAÇÕES DOS USUÁRIOS QUE UTILIZAM O SERVIÇO**

O usuário se responsabiliza pela precisão e veracidade dos dados informados e reconhece que a inconsistência destes poderá implicar a impossibilidade de se utilizar o **(nome do site)**.

Durante a utilização do serviço, a fim de resguardar e de proteger os direitos de terceiros, o usuário se compromete a fornecer somente seus dados pessoais, e não os de terceiros.

O login e senha só poderão ser utilizados pelo usuário cadastrado. Ele se compromete em manter o sigilo da senha, que é pessoal e intransferível, não sendo possível, em qualquer hipótese, a alegação de uso indevido, após o ato de compartilhamento.

O usuário do serviço é responsável pela atualização das suas informações pessoais e consequências na omissão ou erros nas informações pessoais cadastradas.

O Usuário é responsável pela reparação de todos e quaisquer danos, diretos ou indiretos (inclusive decorrentes de violação de quaisquer direitos de outros usuários, de terceiros, inclusive direitos de propriedade intelectual, de sigilo e de personalidade), que sejam causados à Administração Pública, a qualquer outro Usuário, ou, ainda, a qualquer terceiro, inclusive em virtude do descumprimento do disposto nestes Termos de Uso e Política de Privacidade ou de qualquer ato praticado a partir de seu acesso ao serviço.

O Órgão não poderá ser responsabilizado pelos seguintes fatos:

a. Equipamento infectado ou invadido por atacantes;

b. Equipamento avariado no momento do consumo de serviços;

c. Proteção do computador;

d. Proteção das informações baseadas nos computadores dos usuários;

e. Abuso de uso dos computadores dos usuários;

f. Monitoração clandestina do computador dos usuários;

g. Vulnerabilidades ou instabilidades existentes nos sistemas dos usuários;

h. Perímetro inseguro;

Em nenhuma hipótese, a será Administração Pública Estadual responsável pela instalação no equipamento do Usuário ou de terceiros, de códigos maliciosos (vírus, trojans, malware, worm, bot, backdoor, spyware, rootkit, ou de quaisquer outros que venham a ser criados), em decorrência da navegação na Internet pelo Usuário.

**IX. RESPONSABILIDADES DA ADMINISTRAÇÃO PÚBLICA**

A Administração Pública se compromete a cumprir todas as legislações inerentes ao uso correto dos dados pessoais do cidadão de forma a preservar a privacidade dos dados utilizados no serviço, bem como a garantir todos os direitos e garantias legais dos titulares dos dados. Ela também se obriga a promover, independentemente de requerimentos, a divulgação em local de fácil acesso, no âmbito de suas competências, de informações de interesse coletivo ou geral por eles produzidas ou custodiadas. É de responsabilidade da Administração Pública implementar controles de segurança para proteção dos dados pessoais dos titulares.

A Administração Pública poderá, quanto às ordens judiciais de pedido das informações, compartilhar informações necessárias para investigações ou tomar medidas relacionadas a atividades ilegais, suspeitas de fraude ou ameaças potenciais contra pessoas, bens ou sistemas que sustentam o Serviço ou de outra forma necessária para cumprir com nossas obrigações legais. Caso ocorra, a Administração Pública notificará os titulares dos dados, salvo quando o processo estiver em segredo de justiça.

**POLÍTICA DE PRIVACIDADE**

Esta Política de Privacidade foi elaborada em conformidade com a Lei Federal n. 12.965 de 23 de abril de 2014 (Marco Civil da Internet) e com a Lei Federal n. 13.709, de 14 de agosto de 2018 (Lei de Proteção de Dados Pessoais).

Esta Política de Privacidade poderá ser atualizada em decorrência de eventual atualização normativa, razão pela qual se convida o usuário a consultar periodicamente esta seção.

O site se compromete a cumprir as normas previstas na Lei Geral de Proteção de Dados (LGPD), e respeitar os princípios dispostos no Art. 6º:

I - finalidade: realização do tratamento para propósitos legítimos, específicos, explícitos e informados ao titular, sem possibilidade de tratamento posterior de forma incompatível com essas finalidades;

II - adequação: compatibilidade do tratamento com as finalidades informadas ao titular, de acordo com o contexto do tratamento;

III - necessidade: limitação do tratamento ao mínimo necessário para a realização de suas finalidades, com abrangência dos dados pertinentes, proporcionais e não excessivos em relação às finalidades do tratamento de dados;

IV - livre acesso: garantia, aos titulares, de consulta facilitada e gratuita sobre a forma e a duração do tratamento, bem como sobre a integralidade de seus dados pessoais;

V - qualidade dos dados: garantia, aos titulares, de exatidão, clareza, relevância e atualização dos dados, de acordo com a necessidade e para o cumprimento da finalidade de seu tratamento;

VI - transparência: garantia, aos titulares, de informações claras, precisas e facilmente acessíveis sobre a realização do tratamento e os respectivos agentes de tratamento, observados os segredos comercial e industrial;

VII - segurança: utilização de medidas técnicas e administrativas aptas a proteger os dados pessoais de acessos não autorizados e de situações acidentais ou ilícitas de destruição, perda, alteração, comunicação ou difusão;

VIII - prevenção: adoção de medidas para prevenir a ocorrência de danos em virtude do tratamento de dados pessoais;

IX - não discriminação: impossibilidade de realização do tratamento para fins discriminatórios ilícitos ou abusivos;

X - responsabilização e prestação de contas: demonstração, pelo agente, da adoção de medidas eficazes e capazes de comprovar a observância e o cumprimento das normas de proteção de dados pessoais e, inclusive, da eficácia dessas medidas.

**I. DADOS PESSOAIS TRATADOS PELO SERVIÇO E COOKIES**

A utilização, pelo usuário, de determinadas funcionalidades do serviço dependerá do tratamento de dados pessoais como:

**(Escolha entre as opções abaixo aqueles que são relacionados com a utilização do site do serviço.)**

Nome completo, Nome social, Data de nascimento, Sexo, Filiação, Nacionalidade, Naturalidade, CPF, Estado civil, Endereço de e-mail, Endereço, Número de telefone, RG, Dados do dispositivo (modelo de hardware, sistema operacional), Localização do usuário, Registro de acesso, Foto do usuário.

**(Esses são alguns exemplos de dados pessoais, mas devem ser colocados todos que o site coleta).**

**Destacar se dados de crianças e adolescentes são tratados. Caso haja tratamento, utilize como exemplo o texto abaixo:**

O **(nome do site)** realiza o tratamento de dados de crianças e adolescentes e se compromete a fornecer maior proteção a esses dados. Além disso, o **(nome do site)** se compromete a cumprir todas as disposições legais pertinentes, como o Estatuto da Criança e do Adolescente.

Esses dados são obtidos **(descrever como os dados são coletados)**

**Exemplos: - Cadastro em algum sistema do Estado, Obtido de terceiros (exemplo: Login Único, Google, etc), informado pelo usuário, Câmera do dispositivo, Cookies, Localização do dispositivo, Microfone do dispositivo, obtida pelo dispositivo de acesso, após autorização do usuário.**

Essas informações são solicitadas para **(descrever as finalidades de tratamento do dado)**

**Exemplos: Identificação do usuário dentro do serviço, manter o usuário logado, melhorar e personalizar a experiência do usuário.**

Os dados citados acima recebem os seguintes tratamentos:

**(Escolha entre as opções abaixo aqueles que são relacionados com a utilização do site do serviço.)**

**ACESSO - ato de ingressar, transitar, conhecer ou consultar a informação, bem como possibilidade de usar os ativos de informação de um órgão ou entidade, observada eventual restrição que se aplique;**

**ARMAZENAMENTO - ação ou resultado de manter ou conservar em repositório um dado;**

**ARQUIVAMENTO - ato ou efeito de manter registrado um dado embora já tenha perdido a validade ou esgotado a sua vigência;**

**AVALIAÇÃO - analisar o dado com o objetivo de produzir informação;**

**CLASSIFICAÇÃO - maneira de ordenar os dados conforme algum critério estabelecido;**

**COLETA - recolhimento de dados com finalidade específica;**

**COMUNICAÇÃO - transmitir informações pertinentes a políticas de ação sobre os dados;**

**CONTROLE - ação ou poder de regular, determinar ou monitorar as ações sobre o dado;**

**DIFUSÃO - ato ou efeito de divulgação, propagação, multiplicação dos dados;**

**DISTRIBUIÇÃO - ato ou efeito de dispor de dados de acordo com algum critério estabelecido;**

**ELIMINAÇÃO - ato ou efeito de excluir ou destruir dado do repositório;**

**EXTRAÇÃO - ato de copiar ou retirar dados do repositório em que se encontrava;**

**MODIFICAÇÃO - ato ou efeito de alteração do dado;**

**PROCESSAMENTO - ato ou efeito de processar dados visando organizá-los para obtenção de um resultado determinado;**

**PRODUÇÃO - criação de bens e de serviços a partir do tratamento de dados;**

**RECEPÇÃO - ato de receber os dados ao final da transmissão;**

**REPRODUÇÃO - cópia de dado preexistente obtido por meio de qualquer processo;**

**TRANSFERÊNCIA - mudança de dados de uma área de armazenamento para outra, ou para terceiro;**

**TRANSMISSÃO - movimentação de dados entre dois pontos por meio de dispositivos elétricos, eletrônicos, telegráficos, telefônicos, radioelétricos, pneumáticos, etc.;**

**UTILIZAÇÃO - ato ou efeito do aproveitamento dos dados.**

**Utilizar o texto abaixo caso exista o compartilhamento de dados com terceiros**

Os dados pessoais do usuário são compartilhados com terceiros **(descrever a finalidade e especificar quem são os terceiros)**

**Utilizar o texto abaixo caso não exista o compartilhamento de dados com terceiros**

Os dados pessoais do usuário não são compartilhados com terceiros em nenhuma hipótese.

O **(nome do site)** utiliza cookies em suas funcionalidades que estão descritos na tabela abaixo:

**Descrever o nome dos cookies e a descrição**

**Exemplo SISAD:**

|  |  |
| --- | --- |
| **Nome do cookie** | **Descrição** |
| **loginSISAD** | **Armazena o usuário logado no sistema.** |
| **JSESSIONID** | **Armazena o identificador da sessão do usuário.** |
| **ROUTEID** | **Armazena qual instância em execução no servidor o usuário está.** |

Outros cookies anônimos poderão ser utilizados para melhoria da experiência do usuário durante a navegação no site.

**II. SEGURANÇA NO TRATAMENTO DOS DADOS PESSOAIS DO USUÁRIO**

O **(nome do site)** se compromete a aplicar as medidas técnicas e organizativas aptas a proteger os dados pessoais de acessos não autorizados e de situações de destruição, perda, alteração, comunicação ou difusão de tais dados.

Para a garantia da segurança, serão adotadas soluções que levem em consideração: as técnicas adequadas; os custos de aplicação; a natureza, o âmbito, o contexto e as finalidades do tratamento; e os riscos para os direitos e liberdades do usuário.

O site utiliza criptografia para que os dados sejam transmitidos de forma segura e confidencial, de maneira que a transmissão dos dados entre o servidor e o usuário, e em retroalimentação, ocorra de maneira totalmente cifrada ou encriptada.

No entanto, o site se exime de responsabilidade por culpa exclusiva de terceiro, como em caso de ataque de hackers ou crackers, ou culpa exclusiva do usuário, como no caso em que ele mesmo transfere seus dados a terceiro. O **(nome do site)** se compromete, ainda, a comunicar o usuário em prazo adequado caso ocorra algum tipo de violação da segurança de seus dados pessoais que possa lhe causar um alto risco para seus direitos e liberdades pessoais.

A violação de dados pessoais é uma violação de segurança que provoque, de modo acidental ou ilícito, a destruição, a perda, a alteração, a divulgação ou o acesso não autorizado a dados pessoais transmitidos, conservados ou sujeitos a qualquer outro tipo de tratamento.

Por fim, o site se compromete a tratar os dados pessoais do usuário com confidencialidade, dentro dos limites legais.

**IV. ATUALIZAÇÃO**

Essa Política pode ser modificada, a qualquer momento especialmente para adaptar às evoluções do serviço seja pela disponibilização de novas funcionalidades, seja pela supressão ou modificação daquelas já existentes.

Qualquer alteração e/ou atualização destes Termos de Uso e Política de Privacidade passará a vigorar a partir da data de sua publicação no sítio do serviço e deverá ser integralmente observada pelos Usuários.

Ressalta-se que em nenhuma hipótese as condições de sigilo dos dados cadastrais dos Usuários serão afetadas por quaisquer modificações nesta política, sendo garantido e mantido